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sales@indevis.de
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DATASHEET Managed
Security
Services

INDEVIS MANAGED FIREWALL

FIREWALL SERVICE FROM THE  
EXPERTS: SPARING WITH RESOURCES 
AND ALWAYS UP TO DATE
Modern cyber-criminals target your know-how and use continuously 

evolving methods of attack in pursuing professional industrial 

espionage in attempts to misappropriate patents, top technology and 

other valuable intellectual property. Gaps in security damage corporate 

reputation, are financially very costly and threaten your company‘s 

existence. Contemporaneous protection against attacks, hackers and 

spies is absolutely indispensable for these reasons.

FIREWALL KNOW-HOW FROM SECURITY EXPERTS  
FOR HIGH-END FIREWALL SYSTEMS

Permanent maintenance of firewall systems, updating and adaptation of 

policies and rules demand a high degree of know-how and time. After all, 

only those who continuously adapt the security settings in their systems 

to the latest methods of attack can quickly detect and combat cyber-

attacks.

It is extremely difficult for many companies to provide specially trained 

service staff who continually inform themselves of the latest forms of 

threats. With its Managed Firewall service, indevis facilitates easy-to-use 

operation of your firewall system and constantly up-to-date protection 

against attacks from the web. Thanks to our partnership with three firewall 

vendors (Palo Alto Networks, Juniper Networks and Fortinet) and the 

support of the highly qualified security operations team, your networks 

can be protected around the clock with cutting-edge technologies to 

meet your own individual requirements.

BENEFITS OF THE INDEVIS MANAGED FIREWALL SERVICE

•	 Cutting-edge protection technologies deployed

•	 Policy configuration tailored to your requirements

•	 �Cost savings for maintenance and updating 

of a highly complex firewall system

•	 �No need for costly, regular training of your own  

service staff in subject areas beyond the core  

competence of your company

•	 �Proactive management: The indevis  

security operations team takes over  

responsibility for your firewall in  

accordance with the required  

service level – on a 24/7 basis  

for 365 days a year if requested

•	 �Informative reporting on system  

status, user activity and current  

threats

An external security  
operations team saves you 
effort, time and money

Optimum protection and 
performance levels for market-
leading firewall systems

Scalable and calculable  
costs from the outset

Service desk in your  
timezone and language

indevis takes over the  
entire setup, design and 
maintenance

Your benefits
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About  
indevis GmbH

Since 1999 indevis GmbH, ISO 27001 

certified, has been providing IT security, 

datacenter and network solutions,  

accompanied by professional consulting, 

management and support services. 

In doing so, indevis fully meets the 

demands and requirements set out 

by the economic sector and public 

authorities and higher education 

institutions.

As one of Germany‘s leading managed 

security service providers, indevis is 

the partner for IT security and network  

technology for companies of all sizes 

and in any sector – after all, IT security 

is not a given, but rather has to be  

strategically planned.

indevis offices are located in two cities 

in Germany: Munich and Hamburg. 

Additional staff members work at a 

number of other locations distributed 

throughout Germany.

DATASHEET - INDEVIS MANAGED FIREWALL

Vendor Products

Palo Alto Networks
All PA models 
Full VM series

Fortinet All FG models, also as VM

INDEVIS MANAGED FIREWALL IS CURRENTLY  
AVAILABLE FOR THE FOLLOWING FIREWALLS:

COMPONENTS OF THE INDEVIS MANAGED FIREWALL SERVICE

•	 System Incident Handling

•	 Standard Change Implementation (including system updates)

•	 System Configuration Backup

•	 System Monitoring

•	 System Security Reporting

•	 System Asset Management

•	 System Contract Management

Optional add-ons:

•	 RMA Management

•	 Security Monitoring

•	 Security Incident Response

•	 Forensic Incident Analysis

•	 System Review

INDIVIDUAL SERVICE LEVELS

The service level you select for the management of your firewall depends 

on your business requirements, the desired level of security and risk.

With indevis Managed Firewall 
you have the optimum protection 

against attacks from the Internet. 

Our security experts will work 

as closely with your team as 

possible to adapt our service 

in the best possible way to 

your operational requirements.

INDEVIS CERTIFICATIONS  
FOR PALO ALTO NETWORKS

indevis has been a partner to 
Palo Alto Networks from the 
very beginning of the company 
and has achieved the highest 
possible status in the NextWave 
partner program.

indevis is also a Palo Alto Networks 
ELITE authorized support center 
(ASC elite partner).

Authorized
Support Center


